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OpenSUSE Linux T Let's Encrypt Z{FRA L T
Nginx Z{RE I D 5L
SSLITLS SIS NS T B3FIBTRDES D TY .

1.acme.sh 517> hERRL. RZEITUET,
git clone https://github.com/Neilpang/acme.sh.git

2. 12 AM=)LUET:

./acme.sh --install --accountemail you@your-tld

3.7 JA)L @D CA %Z letsencrypt (CERTELE T,

./acme.sh --set-default-ca --server letsencrypt

4. RXAA > @D nginx B Z/ERR L E T,

vi /etc/nginx/vhosts.d/your-domain-name.conf

5. RXA> D SSLEAEZEISLE T,

acme.sh --issue -d your-domain-name --nginx

6. Nginx C TLS Z#&pk L EX 9,

vi /etc/nginx/conf.d/your-domain-name.conf

7. TLSSFFAZEX HENEFH I D/=sHD cron 3 Tntzy 7V S
8. firewalld Z{EFA L T/R— b 443 (HTTPS) ZHEE 9.

sudo firewall-cmd --add-service=https

INCDATYITZF UL RTHFELL D,

AFYIT1-EBRYIIT DT T7ZA A N—=)ILT D (ATHES
F)

H—=F)LZME. ROOANRZANDUET, RDKDIC. CLI Z{FAHLT
OpenSUSE Linux VI D1 7 ER—FI)I 2B LT IZE0). acme.sh 51
7> BCE curl weo, BRUOZDAMD/ T —HETY, LIENHD T,
zypper AN REFHAUTHRERYV I NI 7EHA A N=ILTIRENRGDDE
9,

$ sudo zypper ref
$ sudo zypper up
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$ sudo zypper install wget curl bc git socat cronie

OpenSUSE Linux (C Nginx Z#1 > A =)L 33D
EOI—EZY/\—ZFERHUET,

$ sudo zypper install nginx
$ sudo systemctl enable nginx.service

SRUW O Jetc/systemd/system/multi-user.target.wants/nginx.servic

4

Nginx B —/\—Zt& L. systemctl V> RZFEALUTHERLEFT ., RRSND
RNEFRDESDTT,

$ sudo systemctl start nginx.service
$ sudo systemctl status nginx.service

e nginx.service - nginx HTTP BXIUVU/N—-X TFOF> H—/)(—
O— R&FH: O— REH (/usr/lib/systemd/system/nginx.service; BR; N>
FOF7+J: 2020-07-06 H 18:49:32 UTC LUIBET7 05« T (Ei7H) . 2934%HI
AA> PID: 13990 (nginx)
AT 2
CGroup: /system.slice/nginx.service
§—13990 nginx: YX%5— JOtX /usr/sbin/nginx -g T—FE> AT
L-13991 nginx: T—H—OtX

Jul 06 18:49:32 opensuse-nixcraft-42 systemd[1]: nginx HTTP BXIUIJ/(—X
Jul 06 18:49:32 opensuse-nixcraft-42 nginx[13989]: nginx: sXTEJI7-1I)L /et
7H06H 18:49:32 opensuse-nixcraft-42 nginx[13989]: nginx: sE I 71l /et
Jul 06 18:49:32 opensuse-nixcraft-42 systemd[1]: nginx HTTP BXIUIJ/(—X

>

Ex1&(C.  OpenSUSE Linux T firewllad Z{EHA LT HTTP 7/Rh— ~ 80 ZRZ % 9.
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$ sudo firewall-cmd --zone=public --add-service=http
$ sudo firewall-cmd --zone=public --add-service=http --permanent
$ sudo firewall-cmd --list-services

ssh dhcpv6-I5-177> b http

AFwJ 2 —acme.sh Let's Encrypt 517> bDA > X b—
JU

acme.shU/RS NUDOO—>%ER T DNEBENSGDES, 9517 b1
AR=JLUEITN., F¥IC suIY¥> Risudo INX> RZE{FERHLU T root 1—H—¢&
LcOd1>UE9,

$ cd /tmp/
$ git clone https://github.com/Neilpang/acme.sh.git

$ sudo -1i

# touch /root/.bashrc

# cd /tmp/acme.sh/

# ./acme.sh --install --accountemail your-email-id@domain-here
# ./acme.sh --set-default-ca --server letsencrypt
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delta 8), pack-reused 18989
.21 MiB | 18.93 MiB/s, donea_

e

ot/ bashre

cd acme.
EMAIL="webmaster@cyberciti _biz"
.facme _sh --ipnstall --accountemaill "SEMAIL"
20:55 UTC 2028] Installing to frootf.acme.sh
B:55 UTC 208207 Installed to froot/.acme.shfacme.sh
3:55 UTC 20208] Installing alias to "froot/.bashrc'
20:55 UTC 2828] OK. Close and reopen your termimal to start using a
e_sh
[Mon Jul & 18:28:55 UTC 2028] Imstalling cron job
2808 *** "frootf acme.sh”facme sh -—-cron --home "/rootf. acme.sh"
[Mon Jul & 18:20:55 UTC 2828] Geed, bash is found, so change the sheb:
ash as preferred.
[Mon Jul & 18:20-:56 UTC 20828] OK
source froot/ _bashrc
acme_sh --list
Main_Domain Keylength SAN Domains Created Ren
acme _sh --vers
https: ffagithub_comfacmesh-official facme . sh
v2 8.7
|

acme.sh D)\—=3>%FRRIDICIF. ROOAY> REFETUEY,

# acme.sh --version

Outputs:
https://github. com/acmesh-official/acme. sh
v3.0. 1

A7 w3 - 0penSUSE Lt http H—/\—DEARMIL Nginx &
X

IRDEKSIC. opensuse.cyberciti.biz EWNDEBID R XA > DFT UL &R ZER L
& 9 (opensuse.cyberciti.biz ZEERD RAA A (CERICESTTI TIZEW),

# vi /etc/nginx/vhosts.d/opensuse.cyberciti.biz.conf

RDFT A LOFT« T&ZEIMUET,

# http /R— 80 DERTE

H—3—{
JwRY 80T J# )L Y —iN—; # IPv4
listen [ :: ] : 80T 74/ hH—s3—; # IPv6
H#—/\—% opensuse.cyberciti.biz; # KA/ %
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access_log /var/log/nginx/http_opensuse.cyberciti.biz_access.log;
I5—0% /var/log/nginx/http_opensuse.cyberciti.biz_error.log;
JL— & /srv/www/htdocs;

}

TJ7 AN =ZRFLUCHUET, RDOKLSI(Cnginx D2y h7vTEF I KU,

nginx S —=/\—ZUO—RUZET,

# nginx -t && systemctl restart nginx.service

57w 4 — dhparam.pem J 7 1 I)L=ZVERR T D
openssl X > R&EFEAL T, RDKSI(C Diffie-Hellman $#3I2 T 7 1 )L &EAVERK S

DRENSHDFT,

# mkdir -pv /etc/nginx/ssl/cyberciti.biz/

# cd /etc/nginx/ssl/cyberciti.biz/

# openssl dhparam -out dhparams.pem -dsaparam 4096
# 1s -1

mkdir

mkdir: created directory 'fetc

mkdir: created directory 'Je fsslfcybercitt_biz/’
cd fetc/nginx/sslfcyberciti.biz/

pem -dsaparam 4096
Generating DSA parameters. 4896 bit long prime

R R S e

B e man e T O

dhparams _pem

total 4
-rW-r--r-- 1 root root 1525 Jul & 18:31 dhparams_pen

ATYT 55— RAAZDFIREZIIS T D

FlIE 3 THERL UIZNginx —/\—ZfE U CGGEREZRITCEEFI, ZlEL. U
—)\—7* Cloudflare 72 EDYU/)N—X TJOF CDN OERICHDIEEE. BLTFT
BATDXDICRAY> RO E— RZEFEALTSZE0,

SSHIFYIE =412 Nginx ZEA U CIERAEZRI1TI D

https://www.cybereciti.biz/fag/how-to-secure-nginx-with-lets-encrypt-on-opensuse-15-1-15-2/

7/21


https://www.cyberciti.biz/faq/nginx-linux-restart/
https://www.cyberciti.biz/faq/linux-make-directory-command/

2023/08/13 16:01 OpenSUSE 15.4/15.5 T Let's Encrypt &£ L T Nginx Z{R#& 9 2757 - nixCraft

RXAA> %% $DOM = TIIVEHRITERELE T,

# DOM="opensuse.cyberciti.biz"

# D="/srv/www/htdocs"

# mkdir -pv ${D}/.well-known/acme-challenge/

# acme.sh --webroot "${D}" --issue --ocsp-must-staple --
keylength 4096

## GET ecc cert too. Only ec-384 or ec-256 ##

# acme.sh --webroot "${D}" --issue -ocsp-must-staple --
keylength ec-384

CTHRAZEZHITID

# DOM="opnesuse.cyberciti.biz"

# acme.sh --issue --standalone -d "$DOM" --ocsp-must-staple --
keylength 4096

## GET ecc cert too. Only ec-384 or ec-256 ##

# acme.sh --issue --standalone -d "$DOM" --ocsp-must-staple --
keylength ec-384

e --webroot /srv/www/htdocs : \Web JL— |\ +— |\O) Web JL— |\ 771'”/9—72}5’
FELZETI . /lwell-known/acme-challenge/ Z)L— NTERR T DB S D £
ER

e --issue :EIEHHE%%{{?L/anO

e -d domain-name Z%ﬁ_’\ E*ﬁ\ HYD/I% L/(:'fﬁ}ﬂg—% |\>(’r\/75 Eﬁbgfjo 'fE_[
ETHEEXZEI, 5l acme. sh —issue —d www. cyberciti.biz —d
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ftp. cybercit.biz —ocsp—-must-staple —keylength 4096
e --ocsp-must-staple . OCSP IX\:\ZEXU_'_DO) bﬂﬂﬁf%iﬂ bi@”

e  --keylength 4096 : RXA1> :‘:_O)ﬁé%}gﬁgbig— 2048. 3072. 4096.
8192 X /(3 ec-256. ec-384. ec-521,

o  --keylength ec-256 BMHHFRIES (ECC) (&, BIR{AK_EDIEMBRFRDREMES
(CEIDLAHFT—BSAD77TJO—-FTY, ECC Tl IEEC BES1L (B
HOPRICEDL) EEBRUT, KD/NERF—HNFaEsn. BFEDt+Fa1
T4 MR ENE T,

A5 w6 — OpenSUSE Linux B —/{—T Nginx Zt&m 9 3
W I 71 ZRELUET .

# vi /etc/nginx/vhosts.d/opensuse.cyberciti.biz.conf

RDEDICEFHUET,

# http 7/R— ~80 DEETE
H—3—{
JyRY 80T J# )L Y —/\—; # IPv4
listen [ :: ] : 80T 74/ hH—s3—; # IPv6
H—/\—% opensuse.cyberciti.biz;
TOER O+ 7;
error O5 4 7;
JL— k/srv/www/htdocs;301 https://$host$request_uri

#RLET, }
# https 7R— F443%ERL
H—N—{

1)y R2443 ssl http2; # IPv4
)y A2[ 2] : 443 ssl http2; # HTTP/ 2 TLS IPvé6
H—/\—4% opensuse.cyberciti.biz; # FAA 2%

# FXa AV RL—FEERETD
- T AR
JL— bk /srv/www/htdocs;
4 VT w¥ Rindex.htmlA T v R .htm;
}
# COD vhos DTV ERETISZ—OOTEHRELET
access_log /var/log/nginx/https.opensuse.cyberciti.biz_access.log;
I5—AY% /var/log/nginx/https.opensuse.cyberciti.biz_error.log;
# TLS/SSL BT
ssl certificate /etc/nginx/ssl/cyberciti.biz/opensuse.cyberciti.biz.fullchain.cer;
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ssl _certificate_key /etc/nginx/ssl/cyberciti.biz/opensuse.cyberciti.biz.key;
# ECC SIBAZE
ssl certificate /etc/nginx/ssl/cyberciti.biz/opensuse.cyberciti.biz.fullchain.cer.ecc;
ssl_certificate_key /etc/nginx/ssl/cyberciti.biz/opensuse.cyberciti.biz.key.ecc;
ssl _dhparam /etc/nginx/ssl/cyberciti.biz/dhparams.pem;
# L LREL
ssl session_timeout 1d;
ssl_session_cache ##:NixCraftSSL:1em; # f940000t v 3 >
ssl_session_ticket 47 T3,

# TLS N—2321.28&U1.30H
ssl_protocols TLSv1.2 TLSv1.3;
ssl_ciphers ECDHE-ECDSA-AES128-GCM-SHA256:ECDHE-RSA-AES128-GCM-SHA256:ECDHE-ECDSA-AES256-GCM-SI

ssl_prefer_server_ciphers # 7;

# HSTS ( ngx_http_headers_module AHETY) ( 63072000%))

nrgh

add_header Strict-Transport-Security "max-age=63072000"&I[_;

add_header X-Content-Type-Options [X&EIZ"nosniff" ;

add_header X-Frame-Options®I[Z"SAMEORIGIN" ;

add_header X-Xss-Protection "1; mode=block"&IZ;

add_header Referrer-Policy strict-origin-when-cross-origin &IZ;

add_header #EERY O—"IEES 'HL'; AAT 'HL'; HBHREER AL Pyq4BERa—7 'HL;
# Z4E: HTTP Content-Security-Policy MBEANYA—IZL Y. sysadmin/developers AFFASNET,

# AP —I—Cz MHFEDR—VICTHLTA—RTES Y Y—REHELET,

# REMNEE-S>TWDE, Y= FNR—TFT DRV Y T M/EEFRY bT—JICEENFKET HAREMENAHY FT, L
# https://developer.mozilla.org/en-US/docs/Web/HTTP/Headers/Content-Security-Policy

"k

add_header content-security-policy "default-src https://opensuse.cyberciti.biz:443"&IZ;

# 0CSP RT—TILED
ssl_stapling # 2 ;
ssl_stapling verify #;

# JL—F CA EHHRGIBAZZERAL T OCSP IEDEBEF T — VU FRIT S

ssl_trusted_certificate /etc/nginx/ssl/cyberciti.biz/opensuse.cyberciti.biz.fullchain.cer;

# YUYILIN—D IP FRLRICEEH]ZAFET
JYJILsN 1.1.1.1;

< >

> 7 )Lindex.html
RDOEDICFHUWIT 7AIL=EERR LUE T,

# vi /srv/www/htdocs/index.html

;/A_IODZI - R%Ebﬂ L/asa_o

<!doctype html>
< html 1lang = "en" >
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< head >

< title > OpenSUSE.Cyberciti.Biz Nginx H—/3—< / title >

< meta charset = "utf-8" / >

< meta name = "viewport" content = "width=device-width,initial-scale=1.0" >
< / head >

< body >

<article>

< h2 > Hello, World!< / h2>

< p >Zhik. OpenSUSE Linux 15.2 &#EH®D TLS SIBAEZEA T Nginx ZEEL-TA M Y—1—TF, < / p
< hr >

< small >

BEFA—ILTTEHKLCFEE U< a href = "mailto:webmaster@cyberciti.biz" > webmaster@cyberciti.biz < /
< / small >

< / body >

< / html >

A5 w7 - OpenSUSE 15.4/15.5 (C Let's Encrypt TLS 3ERRZE"
ZAAR=ILT B

FITSNITAEAZE Z ngink U —/\—([CA > X h—=)LL. Y—/\—Z2U0O—-RFUZE
g_o ECC EIEHH%E/]/ \/X '\_)I/L./gsg_o

# DOM="opensuse.cyberciti.biz"

# acme.sh -d "$DOM" \

--install-cert \

--reloadcmd "systemctl reload nginx" \

--fullchain-file "/etc/nginx/ssl/cyberciti.biz/$DOM.fullchain.cer"” \
--key-file "/etc/nginx/ssl/cyberciti.biz/$DOM.key" \

--cert-file "/etc/nginx/ssl/cyberciti.biz/$DOM.cer"

# acme.sh -d "$DOM" \

--ecc \

--install-cert \

--reloadcmd "systemctl reload nginx" \

--fullchain-file "/etc/nginx/ssl/cyberciti.biz/$DOM.fullchain.cer.ecc"
\

--key-file "/etc/nginx/ssl/cyberciti.biz/$DOM.key.ecc" \

--cert-file "/etc/nginx/ssl/cyberciti.biz/$DOM.cer.ecc"
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lchatn.cer® 4

AFTwW S 8—-TCP/R— b 443 [HTTPS /Rh— N ZHZEE T,

IRDES(Z, OpenSUSE Linux DT 7 A7 IA4—)LZfERLTHTTPS TCP /R
— D443 ZFHEE T,

# firewall-cmd --zone=public --add-service=https

# firewall-cmd --zone=public --add-service=https --permanent
# firewall-cmd --list-services

# curl -I https://opensuse.cyberciti.biz/

ATv T 9-FRAKTS

SSL S/RDF X b~
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B} 5L Server Test: opensus:

= = 3 @ ssllebmoomfslestfanalyee burlid-opensuse cybescitibic o q] - - B

@ Ouﬂl'fs SSL Lﬁk]_‘-u: Home Progact= Qualy= Fres Trial Contact

¥ouw are hare: Haoms = Fojscis = 551 Seroe: Tagi = ooenaes cyhardi hiz

S5L Report: opensuse.cyberciti.biz (45.79.215.43)

Anscawcd on: Won, DS Jol SIE0 000 2 U S | Bk | Sl cdule Scan Another &

Summary

Crverall Rating

Fralzro Suppar

_—

Clzhar Stargs

Wl wur gosy labizs gs hor mee i

gy, wnd By Kneem reuce wr decumemied frers.

This senver sipearms TLA 1.3,

TS Sirled Tranepart Securky SISTS wih Iong durtlizn daployed o this serer 00T KPS .

oHE : OGAM Puliy ound fer thi Sermin, BEHE RED =

Certificate #1: RS54 4096 hits (SHA2S56withREA)

X1 T AYHF-—DF X b
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) Scanresults Ffor opensus. x

& = O @& securityheaders.com?g=opensuse.cybercitibiz&followRedirec... IFE S 0 » B

SECUI‘ity Headers Home About Donate

Sponsored by & Report URI
Scan your site now

opensuse.cyberciti.biz

B Hide results « Follow redirects

Security Report Summary

Site: https: [ fopensuse cybercit bizf

IP Address: 45.79. 21543
+ Repaort
f o D6 Jul 2020 19:58:06 LUITC
Time:

«" Strick-Transport-Secunty | «* X-Content-Type-Options
Headers: ' X-Frame-Opticns | «* Referrer-Policy | «* Feature-Policy

» Content-Securty-Policy

Supported By

Report URT Quickly and easily enable reporting for C5F and other Get Started Free

Web SO ZREIL. RDOKXSICRAAZZANDULET.

https://opensuse.cyberciti.biz
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@ OpensSUSE.Cyberciti.Bir = X

“— (& & opensuse.cyberciti.biz

Hello, World!

This is a test server powerd by OpenSUSE Linux 15,2 and Nginx with free TLS certhicate

Emanl us webmastera cybercity biz.

257wvW 10 - w»ZBD acme.sh I > R
INTCOIPHEZ I X MTBICIE, REETUET,

# acme.sh --1list

Main_Domain KeyLength SAN_Domains Created Renew
opensuse.cyberciti.biz "4096" no Mon Jul 6 19:07:07 UTC 2020 Fri Sep 4 19
opensuse.cyberciti.biz "ec-384" UL\W\X 2020 &£ 7 A 6 HAMEH 19:11:54 UTC

opensuse.cyberciti.biz &WDEZBID RAA 2 DFEBAZEZEFHLFET cron 3T (&
AR OEHERMITI D LITFRELTLIZEW. CNEFTITAILNTRDELD
(CAABR=ILEaNEd (A—T—-BITO7o>a>EunEHDEEFA). cron =~
AT DERIT=EMER T DI

# acme.sh --renew -d opensuse.cyberciti.biz

# acme.sh --force --renew -d opensuse.cyberciti.biz -d
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www.cyberciti.biz

# crontab -1

28 @ * * * "/poot/.acme.sh"/acme.sh --cron --home "/root/.acme.sh" > /dev,

acme.sh 9514 7> ha7vw IO —RIBICIE. REETUET,

# acme.sh --upgrade

H:

[KEEH 15 June 2023 06:40:57 PM UTC 14> 54A4 > 7—hA4 ThibA VA F—ILLTWET,

[ 2023 &£ 6 A 15 HKIEH 06:40:57 PM UTC 142> O—FK https://github.com/acmesh-official/acme.sh,
[ 2023 & 6 A 15 HKIEEH 06:40:58 PM UTC ] master.tar.gz it

[KEEH 15 6 B 2023 06:40:58 PM UTC ] /root/.acme.sh 24 VA k—JL

[KREEH 15 6 A 2023 06:40:58 PM UTC ] /root/.acme.sh |24 > A k—)JL/acme.sh

[KAFEH 15 June 2023 06:40:58 PM UTC ]& L. bash ARDM-=-MDT. BEMIZ bash #HEATEHESITI/L
[AEEH 15 June 2023 06:40:59 PM UTC ] OK

[REEZH 15 June 2023 06:40:59 PM UTC ]4 A F—JLIXRIILE LT,

[ 2023 &£ 6 A 15 HAKEH 06:41:05 PM UTC |7 v 7T L—FAEILELT=,

N=23 2 =BEHRLET:

# acme.sh --version

-

https://github.com/acmesh-official/acme.sh
v3.0.6

BT ZEB3DIEEETI, more AY > RFER(Fless IV RR—2 v —Z{ERHL
TEFTLU. —EIC1 DoEEEZRR<UET,
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# acme.sh --help | more

Tzl grep IN > RFEE(Fegrep AN B

# acme.sh --help | more

FRLUTNLIZRDIADZEETEFT . Hl FE

# acme.sh --help | grep -w -- 'version'

# acme.sh --help | grep -wE -- '--(version|upgrade)'
=L
'O off

OCSP Stapling KU ECC FEEAZEZ{ERA L C. OpenSUSE Linux 15.4/15.5 nginx
NR—RADY—)\—I(C Let's Encrypt TLS/SSL ifBAZE =1 > A h—JLU TtV b7V
TR EZHBUET, FMCDVTIE. _acme.sh TOZ T 0 bDR— /AN~
2ESRUTLEE0,

CDI> k(& OpenSUSE Linux LEMP X9Y YD F1—RMUZPISU—-ZXD3IDDS52D
TY, SU-XDKDDED Zimd+ il T T IEE0N,
1. OpenSUSE Linux (C Nginx Z1 > XA b—=JLUTERTS

2. OpenSUSE Linux T Let's Encrypt Z{£F L T Nginx Z{®:&9 3

3. OpenSUSE Linux 15.2/15.1 (CPHP ZA > A =)L 93D

ZDI> bUIE  TLet's Encrypt ZfER UJZ Secure Web Server F1—bhU7)L] S U—
AD154H9 FETT, U —XDEDDED =il T TIEE0,
1. Debian/Ubuntu Linux T Lets Encrypt Ztzw k77w 793

2. Debian/Ubuntu T Lets Encrypt 5FBAZEZ{EH LU CLighttpd Z{R:E£ 9 3

3. Alpine LinuxT Lets Encrypt ZIFBAZEZ A U CNginxZ1#% I D

4. CentOS 7T Lets Encrypt ZfFFH L/=Nginx
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5.

6.

7.

8.

9.

10.

11.

12.

13.

14.

15.

RHEL 8T Lets Encrypt SEBAEZ 9 SApache

Lets Encrypt sEBAEZ{#H L /zCentOS 8~ Apache

NginxFIDCentOS 8(c Lets Encrypt SIFEAZEZ A > A h—)LT D
Let's Encrypt SEBAZE Z i@ HIY (CEFT D

Let's Encrypt SEBBEZ{EA L /=z0penSUSE Linuxd KT Nginx

TLS 1.2/ 1.3DFH & fEHT D K5 (CNgInXZ B I D

acme.sh & Cloudflare DNSZERHUTOAL I RO—REIBBEZES{LLEL LD

DNS 1&5FZ /A U/ Ubuntu 18.04 T Let's Encrypt Z {5/ L /= Nginx

AWS Route 53 acme.sh ZFER U TOAIL RH— REFBAEZES{LULELLD

AWS Route 53 ZCloudflare (CZ#39 5 acme.sh Z{FH U TCDNS Z#iES{LULFEL LD

SAEN R Y S, B, FRETS—(CRDIEIBAD Let's Encrypt DEF X —) LBl

[IOSFELEN? Q

nixCraft (CIXLEEMNTRENT . TSA/\S—EtFa1 U0 MMRESNE

9, U1 hOEBEEZMGE T B (CIIZHEDHR— MMIKF L TULE T, Patreon
THEFR I DH\. PayPal Zi@ U T 1 BREDDYR— hTH/R— KU TLVEEL
CERSHREILIES W, HIRXTeDYR— I, 7RXF« >4, CDN. DNS,

F1— MUTILOERICHIND AR hZE N/ —FDD(C/IIEFRT,

EHBICDU\T: Vivek Gite (&, Linux EA—T>YV—RICEHIDIREHVEZ T
02 T& 3 nixCraft DRIESE TI . #K(F 7,000 U LDIEBEHEL. Z<DH

ENIT bEYOZBETEDLOXIELFELUZ, RSS T4 — RFRZ(FEFA—

JL=1—RALA—%EU T nixCraft A1 =T« (CESMULTLIEEL),

CHUIRITIIBHR UIEh? BEDRfF 52 T 4 — B\ D& RIfesh(c X
> RRBMUTLES0N,

P WBREIB(CIE. [Enter] EADULTHF—ZBUET ...
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X B3 HF... 1 DENN

Esha202057H518H 4851553
RBESULLT, FBJITREDL S (CBEFH LI

L [ce]

73522023F6H13H 13653550
CHAICE(F. 80 Y0 443 DISMDIR— hZ2ERA L TVWDIHZSFEDIRDFIHY?

PR

© Vivek Gite20234E65 158 188534%> K

listenZERAUTIP D7 RLRAER—RERELUET . T IAJL NI nginx
vhost 18R CTRDKD(C 80 & 443 TI,

80 T IAIMIF—)\—FEUVR>UET, # IPv4
UwRX> [::]:80 T IA)L Y —)\—; # IPv6

<ULT:

443 ssl http2 ZUwW X2 UEY, # IPv4
JwX> [::]:443 ssl http2; # HTTP/2 TLS IPv6

WMEICIHU T80 & 443 Z2EELFT ., TE RS 4433 D 8080 T,

UwX> 8080 7 AL MHS—/\—; # IPv4
JwX> [::]:8080 FTJAJ)LcY—)N—; # IPv6

F/ZIE TLS/SSL DiFE
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4433 ssl http2 ZUwW X UET, # IPv4
JwX> [::]:4433 ssl http2; # HTTP/2 TLS IPv6

nginx U —EXZHIkHULET,

sudo systemctl nginx.service ZHILE# I D

MUTC. ISP ZMAEFET,

## HTTP URL

http://&BIRTZD R A1 > 8080/
## TLS URL ##

https://&DIRTZD R AA > :4433/>

B{EZ%Y

HRTEDOA—)L T RUZANADNHENBCEFHEDFERA. "MtV TWLWB T+
—JLRIEWETY

A b

=T

X Naists
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RRSNET.

RD FAQ: FreeBSD B —/\—/jail T SSHD Z8Bx(C I D%

A1 FAQ: OpenSUSE T Isof J\w&o—>%A > XA h—=)LUT [zypperps] T=5—
"HERT D
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